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THE ROLE OF COMPLIANCE

Securities firms have long made it a priority to adopt and implement robust compliance programs as part of their self-regulatory efforts and good business practices. The Compliance Department plays an important role in securities firms’ compliance programs, primarily one of advice, monitoring and training in support of business units and management. The purpose of this paper is to discuss the scope and limits of responsibilities of Compliance Departments in securities firms, and to clarify the distinction between (a) a firm’s general efforts designed to achieve compliance with applicable laws, rules and regulations, and the specific functions of the Compliance Department in support of those goals, and (b) management’s responsibility to supervise, and the Compliance Department’s role to monitor and surveil. This paper will also discuss recent regulatory initiatives impacting compliance programs and, particularly, the role of the Compliance Department.  

I. THE COMPLIANCE DEPARTMENT

Background

Stand-alone Compliance Departments developed in the early 1960s. Prior to that time, legal departments generally had responsibility for compliance functions. Compliance Departments developed out of securities firms’ need to receive advice and support concerning the broad responsibility to supervise the day-to-day conduct of business unit activities and to have in place policies and procedures reasonably designed to achieve compliance with applicable laws and regulations.

Securities firms and regulators view compliance programs as necessary components of overall sound business practices, not merely an issue of mitigating identified legal and compliance risks. Firms prioritize implementing a “culture of compliance” at every level of their organization as a critical facet of their self-regulatory efforts. In addition to the responsibilities discussed above, effective compliance programs serve the important purposes of identifying potential problems, deterring misconduct and potentially reducing penalties in the event wrongdoing does occur.

A. Organizational Structure of Compliance Departments

While Compliance Departments often carry out similar functions across securities firms, a Compliance Department’s role and reporting structure are tailored to the size, resources and business needs of a particular

1 The past few years have been dominated by headlines of improper business conduct and conflicts in the financial services industry and corporate America. These scandals have heightened regulatory scrutiny of corporate behavior. Legislative, investigative and regulatory focus on a company’s compliance programs has significantly increased, and the introduction of outside monitors and enhanced compliance programs is now a routine remedy in corporate, criminal and civil settlements. The recent mutual fund and investment research settlements, among others, have prompted renewed focus on the compliance function as a means of addressing abuses in the securities industry.


3 See Stephen M. Cutler, former Director, Division of Enforcement, U.S. Securities and Exchange Commission, Address at the Second Annual General Counsel Roundtable, Tone at the Top: Getting it Right (Dec. 3, 2004) (“good compliance is good business”).


5 Effective compliance programs should be proactive in identifying and controlling risks that have the potential to result in violations of law—violations that could result in investor harm and financial and reputational losses to the firm. Compliance should not be viewed as an isolated activity of the firm but rather as an integral part of business activities. Compliance should be the concern of every employee of the firm and should be the mainstay of the firm culture.
A Compliance Department may interact and/or share functions with a variety of different control areas within a firm, including the Legal Department, Internal Audit and Risk Management. The Compliance Department may report to the General Counsel, Risk Management or directly into the Executive office. Further, a Compliance Department may operate in a centralized manner, across functional lines or across business units.

Because the Compliance Department is a control function, Compliance Department personnel generally do not, and should not, report to revenue-generating business units. Even in those cases where a firm dedicates Compliance staff to individual business units, Compliance staff should remain part of the Compliance Department to retain independence from those units. However, the Compliance Department must maintain close ties to senior management, who are accountable for a firm’s overall compliance efforts.

No matter what organizational structure is chosen, reporting lines and functions for the Compliance Department should be defined clearly in writing. This includes separating Compliance Department functions from the supervisory functions of line managers, as well as distinguishing the roles of the Compliance Department from other control functions.

Given differences in resources, business activities and management structure, the role and organizational structure of a Compliance Department are likely to differ depending on the size of the firm. In particular, smaller firms may have simpler business structures and therefore may have different needs for dedicated compliance resources, and so their organization and distribution of compliance roles are likely to differ significantly from larger firms. To the extent possible, Compliance Department personnel should not assume any supervisory

---

6 This paper focuses on the role of the Compliance Department within a broker-dealer. In other financial services firms, such as banks, the role of compliance, while similar to that of a broker-dealer, is tailored to banks’ business model and the different applicable regulatory requirements. See Basel Committee on Banking Supervision, *Compliance and the Compliance Function in Banks* (April 2005). A global financial services firm presents an additional set of challenges including the risks of operating in a global marketplace.

7 Firms must take into account all of the Compliance Department’s roles when determining to whom the Compliance Department should report.

8 For example, a Compliance Department may have personnel dedicated to a control room or to anti-money laundering surveillance.

9 The Securities and Exchange Commission (“Commission”) has recognized that smaller firms may have limited resources to address compliance issues. See, e.g., Final Rule: Compliance Programs of Investment Companies and Investment Advisers, Investment Advisers Act Release No. 2204 (Feb. 5, 2004) (discussing requirements under Investment Advisers Act of 1940 (“Advisers Act”) Rule 206(4)-7). “We would expect smaller advisory firms without conflicting business interests to require much simpler policies and procedures than larger firms that, for example, have multiple potential conflicts as a result of their other lines of business or their affiliations with other financial service firms. The preparation of these simpler policies and procedures and their administration should be much less burdensome.” Id. NASD Rules 3010(c)(3) and 3012 include certain exceptions for firms “limited in size and resources.” See NASD Notice to Members 04-71 (Oct. 2004). However, it is critical that, as smaller firms grow and develop new products and services, their compliance resources scale appropriately.

10 Some smaller firms with limited resources may find it more efficient to use third-party service providers to provide services and support, including certain routine monitoring and surveillance functions. Outsourcing certain functions can allow small firms to leverage external expertise that they neither have the scale nor the resources to generate in-house. While outsourcing may provide a cost-effective way for some firms to build robust compliance programs, concerns have been raised related to the outsourcing of key compliance functions. See Lori A. Richards, Address at the Investment Company Institute/Independent Directors Council, Mutual Fund Compliance Programs Conference, The New Compliance Rule: An Opportunity for Change (June 28, 2004); see also Technical Committee of the International Organization of Securities Commissions, *Principles on Outsourcing of Financial Services for Market Intermediaries* (Feb. 2005) (noting both the benefits and challenges of outsourcing by financial services firms). This outsourcing issue should not be confused with the increased use by Compliance Departments of outside vendors’ software-based monitoring tools to more effectively monitor and surveil business activities.
responsibility (other than supervising the Compliance Department). If Compliance Department personnel do take on both compliance and management supervisory roles, the responsibilities of each role should be delineated clearly; it should be understood that supervisory responsibility emanates from the management role, not from the compliance role.

Defining and maintaining appropriate roles are especially important in organizations where Compliance Department officials also hold legal counsel positions. Lawyers who also perform compliance functions should make it clear to other employees when they are acting as legal counsel and providing legal advice. This will serve to protect any privileges that might apply to their communications.  

B. Typical Compliance Functions

Compliance Department functions have evolved over time as one part of firms’ self-regulatory initiatives and to provide support for supervisors in carrying out their management responsibilities. The Compliance Department, among other things, performs an advisory, monitoring and education role to support management’s supervisory responsibility and its efforts to achieve compliance with government and self-regulatory organization (“SRO”) rules and regulations and firm policies. While there are numerous regulations that provide the foundation for compliance programs, there are few specific guidelines for the particular roles and organization of Compliance Department activities.

The functions of individual Compliance Departments can be numerous and wide ranging and depend on a firm’s particular business activities and organizational structure. However, there is a set of general responsibilities or functions normally associated with Compliance Departments. While these functions often reside in the Compliance Department, in some firms they may reside in, or be shared with, other control areas or business units.

1. Advisory

Compliance Department personnel provide regulatory and compliance advice to business and control units on an ongoing basis. These efforts involve responding to questions and issues as they arise and proactively keeping business units apprised of regulatory developments and firm policy changes. In order to facilitate this role, Compliance Department personnel are often placed on trading floors or otherwise physically located in, or adjacent to, business units, both to monitor daily business activities and also to address and advise on issues in real time. Compliance Department personnel, along with other control areas, may be consulted by supervisory personnel and may advise business units on transactions prior to execution. The Compliance Department may be involved in the development of new products and services by providing advice on relevant laws and regulations and developing effective monitoring techniques. Advance consultation and coordination with the Compliance Department will facilitate the completion of these efforts prior to the implementation of the new product or service. The Compliance Department may assist in identifying and addressing conflicts of interest and coordinating adherence to the varying legal requirements or customs in different jurisdictions.

---

11 See Michelle Jacko, The CCO & Legal Counsel Role in One, Compliance Reporter (Nov. 19, 2004) (suggesting that personnel should title emails “Attorney-Client Privilege Information” and include in the body of emails “As Legal Counsel of this firm, I wish to advise on . . . .” as mechanisms to protect privileges); see also Vass, supra note 2.
12 See infra Part III.
13 In some firms, the Compliance Department may share advisory responsibilities with the Legal Department. Approvals for transactions may depend on a variety of factors apart from whether or not a transaction is consistent with applicable laws and regulations, including business and reputational considerations. Business supervisors should make the final decisions as to transactions, given that they are likely to have more information and to be more familiar with particular situations and, ultimately, are responsible for such matters.
2. Policies and Procedures

A core responsibility of the Compliance Department is to assist management in the development of policies, procedures and guidelines designed to facilitate compliance with applicable laws and regulations. Often, the Compliance Department will help develop the policies and procedures in conjunction with individual business units and other control groups. They will also have primary responsibility for the development of the Compliance Department’s own policies and procedures; such procedures are helpful in defining the roles and responsibilities of Compliance Department personnel.

The Compliance Department also helps to update and amend policies and procedures in light of regulatory developments (such as new rules and enforcement and disciplinary actions), as part of self-assessment and internal examinations and/or as a result of business changes. The Compliance Department will also disseminate compliance alerts/notifications to business units relating to these developments. Compliance Department personnel should also work with business units so that policies and procedures appropriately reflect new business products, services or trends.

3. Education/Training

The Compliance Department often conducts training and education programs to keep business personnel and other employees apprised of policies and procedures and regulatory events. Training should involve both regularly scheduled updates, as well as additional sessions on an as-needed basis to implement new policies or procedures or to communicate recent regulatory developments and can include e-learning modules as an important supplement to in-person training. Special, enhanced training sessions should be conducted on an as-needed basis for business unit supervisors, as well as for new hires. The Compliance Department should contribute to the development of the Firm Element of the Continuing Education requirement, and assist in administering required continuing education requirements for registered personnel under NASD Rule 1120 and NYSE Rule 345A. The Compliance Department also is generally responsible for preparing materials for, and, in conjunction with business supervisors, conducting, the annual compliance meeting required by NASD rules. In some firms, other control functions, such as Internal Audit or Risk Management, may assist in preparing and delivering materials for the annual compliance meeting.

4. Monitoring and Surveillance

Compliance Department personnel perform a critical ongoing monitoring and surveillance function. This role often involves a detailed review of business activities, as well as surveillance of business transactions and communications, to identify potential issues relating to, among other things, the handling of customer accounts, proprietary trading, employee/employee-related trading and employee communications. Monitoring business activity facilitates ongoing compliance with firm policies and regulatory requirements by helping to identify at their early stages patterns of improper behavior or activities, material or systemic weaknesses and potential product-related problems. Compliance Departments also will test the effectiveness of supervisory procedures, often working with other control functions such as Internal Audit. Compliance Department personnel often develop a risk-based approach to monitoring and surveillance as an effective means to identify problems.

15 There are some areas of firms where it may be unlikely that the Compliance Department would be involved in policy drafting, for example, Operations, Systems or Human Resources, except in cases where those policies involve compliance and supervisory policies, or Commission, SRO or State rules and regulations.

16 See NASD Rule 3010(a).

17 Many firms offer compliance “hotlines” that allow employees to report compliance problems anonymously.

18 See NASD Rule 3010; NYSE Rule 342. The Compliance Department may play a critical role in helping the firm carry out its responsibilities under NASD Rule 3012 and NYSE Rule 342, which require firms to have testing and verification systems, independent of supervisors; firms must designate a Principal to have responsibility for such testing; firms may choose to have the Principal delegate some of these responsibilities to Compliance Department personnel.
Compliance personnel, along with business line management, should escalate “red flags” that arise during monitoring and surveillance. It is critical that Compliance personnel escalate issues to senior Compliance officers or the CCO for providing to business supervisors as appropriate and provide them adequate support to facilitate a prompt resolution of any deficiencies. If Compliance Department personnel perceive a supervisor’s response to be insufficient, Compliance Department personnel should follow a defined process for escalating and elevating issues to senior Compliance personnel, business line and senior management and/or the Board of Directors.

5. Business Unit Compliance Reviews

Many Compliance Departments, in conjunction with business units, also proactively review business activities to identify potential regulatory, compliance and reputational risks and to design ways to minimize such risks. These reviews are often shared or coordinated with other control groups in the firm. Regulators now emphasize the Compliance Department’s ability to be proactive in assessing and identifying these risks throughout a firm and to assist in the remediation of deficiencies before problems arise. Reviews, other than branch office yearly examinations (see below), should include significant business lines from a risk-based perspective, and relevant operations and technology areas. The review procedures and findings should be documented and reported to management.

An important facet of business unit reviews is branch office examinations. Examinations should be carried out by personnel independent of the office in question. “Surprise” examinations in retail branch offices may be appropriate under certain circumstances, especially where the firm has some indication of inappropriate behavior or inadequate controls. The SROs have also recently placed increased emphasis on independent oversight of producing branch managers as well. Firms must be vigorous about reviewing branch office activity, even if offices have only a few employees or are in remote locations.

6. Centralized Compliance Functions

- Control Room Function

Compliance Department personnel generally operate a firm’s “control room” that, among other things, administers information barriers between business units. For example, Compliance personnel maintain watch and restricted lists, and handle wall crossings by firm personnel as necessary and appropriate.

- Anti-Money Laundering Program Function

At many firms, Compliance Departments may also administer anti-money laundering programs. Compliance personnel often are involved in the review of new account openings (“know your customer”) and surveil for potentially suspicious customer transactions including patterns of asset and fund movements. They may also administer policies and procedures related to privacy, including the implementation of policies pursuant to Regulation S-P.

---

19 NASD rules require firms to conduct business unit reviews at least annually. NASD Rule 3010(c).
21 See NASD Notice to Members 99-45 (June 1999); see also Mary Ann Gadziala, Associate Director, Office of Compliance Inspections and Examinations, U.S. Securities and Exchange Commission, Keynote Address at NASD Branch Office Supervision Conference (July 13, 2004).
22 For example, “the receipt of a significant number of customer complaints, personnel with disciplinary records, or excessive trade corrections, extensions, liquidations, or variable contract replacements” may necessitate a “surprise” examination. NASD Notice to Members 99-45, at 300 (June 1999).
23 See NASD Rule 3012; NYSE Rule 342.19.
24 Section 15(f) of the Securities Exchange Act of 1934 (“Exchange Act”) requires firms to have written policies and procedures to prevent the misuse of inside information.
25 Anti-money Laundering compliance programs are required by both federal law and SRO rules. See infra Part III.
7. Licensing, Registration and Employment-related Functions

Compliance Departments often administer the licensing and registration of the firm and its registered personnel. Compliance personnel may also perform diligence on new or potential employees, checking for disciplinary or complaint history. Their activities also include being involved with advising on disciplinary issues, including terminations, and assisting with proper employee registration/licensing where required. Compliance personnel may advise Human Resources personnel on other employment-related issues.

8. Internal Inquiries and Investigations

The Compliance Department, coordinating as appropriate with the Legal Department and other control areas and outside counsel, plays an important role in the conduct of internal inquiries and investigations into possible violations of Commission, SRO and State securities rules and regulations and firm policies. These inquiries and investigations may arise from information gathered in the Compliance Department (e.g., through monitoring and surveillance), be referred from business units or other areas of the firm, or result from reviewing customer complaints, regulatory inquiries, litigation or otherwise.

When investigations occur, the Compliance Department usually focuses on whether a given activity or transaction violates firm policy and procedures, laws, rules or regulations, or industry standards, and whether appropriate systems are in place to detect and prevent such conduct. The Compliance Department, in conjunction with the Legal Department, often makes a report to senior management on significant findings and provides recommendations on remediation and changes in policies and procedures. Compliance personnel also play an important role in developing any necessary reports to regulators.

9. Regulatory Examinations, Reporting and Investigation

The Compliance Department is an important contact point with regulators, often handling and responding to regulatory inquiries and examinations. This may include reviewing documents and records, arranging meetings with firm personnel and discussing potential findings with examiners. Moreover, firms have a number of review and regulatory reporting requirements handled by the Compliance Department or other control groups. These requirements can include making regulatory filings under Commission or SRO rules and regulations (e.g., Form 13D and 13G filings). Compliance Departments also provide support during regulatory investigations including, among other things, gathering information in response to regulatory requests.

10. Fostering Regulatory Relationships

Compliance Departments should have an ongoing, open relationship with regulators to help shape regulatory policy—providing input on rule proposals, participating in training for regulators and meeting with regulators to share views. Additionally, regulators want Compliance Department personnel to (1) participate in the process of identifying problems, (2) work on appropriate responses when problems are uncovered, and (3) help to establish best practices. For example, in September 2003, Stephen Cutler, then Director of the Enforcement Division of the Commission, challenged financial services firms to review their business activities and relationships for conflicts of interest and to report back to the Commission on the results of their review. In this respect, regulators expect the Compliance Department to assist in identifying areas of potential risk and to make responsive recommendations for appropriate action by the firm and its business principals when issues do arise. Finally, Compliance Department personnel should actively participate in industry trade groups, which provide an opportunity to share best practices and to assist in shaping effective regulatory policy.

---

27 Cutler, supra note 19.
28 See Michael Balale, NYSE Wants Quarterly Compliance Meetings With Big Firms, ComplianceReporter (Jan. 14, 2005). At such meetings, the NYSE anticipates discussing business concerns and compliance control issues, which could lead to the development of best practices.
11. Promoting a Culture of Compliance

Senior management and the Board of Directors must set a “Tone from the Top,” demonstrating strong support for the importance of the compliance function to the firm and clearly prioritizing compliance goals. An important role of the Compliance Department is to assist senior management and business unit managers in promoting a culture of compliance at the firm. Senior management must put in place the people and systems necessary to achieve compliance. This includes allocating sufficient resources to build effective compliance systems (including technology), creating incentive structures that reward compliant behavior (and penalizing behavior that sacrifices compliance principles), and giving Compliance personnel regular and unfettered access to senior management. If business personnel view compliance as a crucial institutional value, they will value the Compliance Department’s role and work with Compliance Department officials to achieve business goals within the constraints of the applicable regulatory framework.29

12. Program Assessment: Assessment of Existing Business Activities and Emerging Trends

Effective compliance programs require continuous review and updating, particularly in light of new risks. The Compliance Department must keep apprised of regulatory and business developments to assess how they affect firm policies and procedures, and business activities. As new rules and regulations are proposed, the Compliance Department must evaluate those proposals and their impact on the firm and its compliance program. An important facet of program assessment is the identification and remediation of gaps in supervisory and compliance systems,30 and the testing and verification of control systems.31 New regulations have placed responsibility on senior management to certify that processes in place are reasonably designed to ensure compliance with applicable laws and regulations.32 The Compliance Department necessarily will play an important role in assisting the CEO to certify as to processes and in aiding the design of testing processes required by these new regulations. Also, firms should have in place programs to assess their Compliance Departments. Firms should strive to identify and implement established industry best practices, where appropriate to the firm and its businesses.

13. Chaperoning

As part of the settlement with the Commission and the SROs concerning investment banking and equity research, Legal and Compliance Department personnel of the settling firms are required to chaperone certain communications between research and investment banking personnel, in addition to certain oral communications by research personnel to a firm’s sales force in connection with the offering of securities. This role should not create supervisory authority.

C. Coordination with Business Units and Senior Management

1. Interaction and Relationship with Senior Management

Compliance officials need access to senior management to escalate issues properly. While it is the responsibility of management to take appropriate action to ensure that the firm is complying with laws and regulations, the Compliance Department plays an integral support role in helping management to address problems and develop remediation plans. Given the Compliance Department’s monitoring and surveillance functions, Compliance personnel are often in a key position to detect potential violations of law or deficiencies in compliance programs. Recent regulatory initiatives have been designed to further empower Compliance Departments and give compliance issues more prominence at the highest levels of organizations,33 for example,

30 NASD Rule 3010.
31 See NASD Rule 3012; NYSE Rule 342.
32 See NASD Rule 3013; NYSE SR 2004-64.
33 See, e.g., NASD IM-3013 (“It is the intention of both Rule 3013 and this Interpretive Material to foster regular and significant interaction between senior management and the chief compliance officer regarding the member’s comprehensive compliance program.”); Investment Company Act Rule 38a-1, 17 C.F.R. § 270.38-1 (2005).
by requiring interactions between the Chief Compliance Officer (“CCO”) and the CEO, the Board, and other members of senior management. In addition, the CCO should discuss and review with the CEO activities that are the subject of the CEO’s annual certification pursuant to NASD Rule 3013. The CCO’s relationship with, and support role to, the CEO and other senior management is likely to expand as part of that certification process.

2. Interaction and Relationship with Business Units and Their Supervisors

There should be ongoing communication between the Compliance Department and business units while performing the Compliance Department’s advisory and monitoring functions, and in responding to any issues as they arise. Compliance Department personnel should attempt to understand the firm’s businesses and how various laws, regulations and policies should be implemented, and identify potential compliance risks within the organization. Often, Compliance personnel are physically located in or adjacent to a business unit, which facilitates information flow between business and Compliance personnel. Business unit personnel should be encouraged to contact Compliance personnel when any questions or potential issues arise.

D. Coordination with Other Control Groups: Risk, Internal Audit and Legal

The Compliance Department carries out control functions in conjunction with other control groups within a firm, such as Internal Audit, Risk Management and the Legal Department. Different firms allocate monitoring, testing and verification responsibilities among the Compliance Department, Internal Audit and Risk Management differently, depending on particular business needs, available expertise and organizational structure. The Compliance Department roles often overlap with, and complement, the activities of these other control groups. These other control groups, however, may have to perform these tasks for different purposes. Accordingly, there is a need for ongoing coordination and sharing of information in order for the control functions to be carried out efficiently and effectively.

1. Interaction and Relationship with Legal/General Counsel’s Office

Legal and Compliance Departments personnel usually work closely together. They may share responsibilities in developing policies and procedures, investigating potential misconduct or in providing advice to business personnel. In some firms, the Compliance Department may report to the General Counsel. Critical distinctions exist between Legal and Compliance Departments’ roles, however, and firms should understand these distinctions.

Routine reports and examinations provided by the Compliance Department may not be protected by legal privilege. Further, agencies and SROs may require firms to report information concerning potential or discovered rule violations, which are often handled by Compliance Department personnel. In some firms, Compliance officials may also serve in legal positions, and, in that capacity, may provide legal advice to the firm and its personnel. In such instances, attorneys who carry out both Legal and Compliance Department roles should make clear when they are providing legal advice in order to preserve any applicable privileges. Lawyers who

34 See Vass, supra note 2, at *59 (noting the frequent cooperative efforts between Legal and Compliance Departments, including “the investigation of appearances or allegations of improper conduct, resolving major customer complaints involving allegations of sales practice or regulatory violations, and dealing with outside regulatory inquiries or actions.”). Vass also notes that under some circumstances personnel presume that compliance staff are also lawyers.
35 See Jacko, supra note 11 (noting that firms may want to hire outside counsel to aid with compliance testing programs to protect communications concerning actual or potential violations of law).
36 See Richards, supra note 10.
38 See Jacko, supra note 11. This would be especially important in cases where personnel might perceive a compliance officer to be a lawyer. See Vass, supra note 2.
provide legal advice, even if located within the Compliance Department, should have their communications and advice protected by the attorney-client privilege. However, Compliance Department personnel performing compliance functions will not have their communications and advice protected by the attorney-client privilege, even if they are lawyers by training.

2. Interaction and Relationship with Internal Audit

Internal Audit generally tests business unit activities and the control environment to determine, among other things, whether they are in compliance with a firm’s internal policies and procedures, or with external regulatory or financial accounting and reporting requirements. Internal Audit appraises control systems to assess their efficiency and resource allocations; it also reviews operations to ascertain whether established objectives are being achieved and whether programs are operating as planned. Information uncovered during audits may assist the Compliance Department in assessing programs and developing policies and procedures to address identified deficiencies. As a best practice, Internal Audit should also review the activities of the Compliance Department. Recent regulatory focus on firms’ testing and verification procedures for supervisory systems increases the need for Internal Audit and the Compliance Department to coordinate activities closely.

3. Interaction and Relationship with Risk Management

Risk Management, which normally reports to the Chief Risk Officer, identifies and manages risk exposures, including credit, market, transaction processing and operations. Regulators now view compliance risk as an integral part of a company’s overall risk management program. The Compliance Department should be alert to risk issues and, if identified, bring them to the attention of Risk Management and work with them in developing remediation steps.

II. FIRM COMPLIANCE PROGRAMS AND THE ROLE OF THE COMPLIANCE DEPARTMENT

A. The Distinction Between a Firm’s Responsibility to Comply with Applicable Laws and Regulations and the Role of the Compliance Department

Securities firms have a duty to build effective compliance programs, reasonably designed to ensure compliance with applicable laws and regulations. These compliance programs should be part of a broad firm compliance culture, with sufficient resources to operate effectively and coordinate among all business and control areas within a firm. Compliance programs include a variety of different components, including policies, procedures, training, surveillance, testing, systems and control functions, each with a specific role designed to direct or support the goal of firm compliance. Senior management has the ultimate responsibility for the establishment and maintenance of a firm’s overall compliance efforts; business line supervisors have the responsibility to oversee business operations and the authority to control employee activity to achieve compliance with applicable policies and laws.  

39 In public companies, Internal Audit generally has a direct reporting line to the Audit Committee or an equivalent body.
40 Jeffrey A. Kuchar & Jeffrey I. Ziment, Sarbanes-Oxley and the Role of the Internal Audit Team, Chief Legal Executive, Fall 2002, at 19.
41 See Securities Industry Association, Internal Audit Division, Audit Guideline: Compliance Department (Broker-Dealer) (Jan. 1, 2004).
42 See NASD Rule 3012; NYSE Rule 342.
43 Risk management assessments are now being carried out as part of the SEC examinations program. See Mary Ann Gadziala, Remarks before the 5th Annual Regulatory Compliance Conference for Financial Institutions, Strengthening Investor Confidence Through Sound Compliance and Risk Controls (Sept. 24, 2003).
44 See infra Part III.
45 See infra Part II.B.
The role of the Compliance Department is to advise businesses on how to comply with applicable laws and regulations, and to monitor business activity and employee conduct to identify violations (or potential violations) of rules, regulations, policies, procedures and industry standards. Even with the evolving, and in many cases increased, emphasis being imposed on the Compliance Department function, there is a huge difference between the role of the Compliance Department and its personnel, and the overall broad firm responsibility “to comply” with applicable rules and regulations. The Compliance Department plays an integral support function for firm compliance programs, but only senior management and business line supervisors ultimately are responsible for ensuring firm compliance with laws and regulations. Since these different roles are often confused, it is critical to understand and maintain these distinctions.

B. The Distinctions Between the Responsibilities of the Compliance Department and Those of Supervisors and Senior Management Must Be Maintained

The management function in a securities firm, not the Compliance Department function, has the responsibility to supervise business units and to direct firm and employee activities to achieve compliance with applicable laws. Supervisory systems function more efficiently when there are clear lines of authority and accountability to line management within a firm; the nature and limits of the Compliance Department’s responsibilities must be clearly communicated to supervisors and senior management. While the Compliance Department, a non-business line function, plays an important advisory and monitoring role within a firm’s overall compliance system, it does not have supervisory authority.

Compliance Department personnel are not, in most cases, in a position either to remediate wrongful or potentially wrongful conduct, nor to authorize or approve business transactions; only supervisors have the authority and responsibility to make those judgments. Compliance Department personnel will often provide advice to supervisors in making their judgments. In certain limited circumstances, Compliance Department personnel may have such authority; in those cases the authority has been delegated. There are often limits as to a Compliance professional’s ability to detect situations in which employees successfully evade or circumvent compliance systems to engage in improper conduct. Further, Compliance personnel usually do not have the power directly to control the behavior of line employees, such as through the traditional powers to hire, fire, or discipline personnel.

46 See NASD IM-3013 (“The chief compliance officer is the primary advisor to the member on its overall compliance scheme and the particularized rules, policies and procedures that the member adopts.”). Other personnel and control functions play an advisory role as well. See infra Part III.

47 Legal, Internal Audit, or other departments within a firm may perform one or more of these monitoring roles. See infra Part III.

48 See infra Part III.

49 Vass, supra note 2 (noting the distinction between the specific roles of Compliance Department personnel and the generic compliance responsibilities of management within firms).

50 See NASD IM-3013; see also, Letter from the Securities Industry Association, to Barbara Sweeney, NASD, Office of the Corporate Secretary (July 18, 2003) [hereinafter SIA Letter]. Management has line authority to direct firm activities, enforce firm policies and procedures, and impose sanctions for violations of firm rules when appropriate, up to and including suspension or termination of firm personnel. As such, this function naturally resides with branch managers, line supervisors, and other senior line officers that are registered principals of the firm. Therefore, when we speak of ensuring a culture of compliance within a firm, that authority ultimately rests with the CEO and not the CCO.

51 “[P]rimary responsibility for compliance must be borne by the branch manager as the first line supervisor of sales personnel. Obviously, the same principle applies to line managers other than branch managers; e.g., those supervising trading functions, etc. The important concept is that of direct reporting chains and the inseparable responsibilities and authority of line managers.” Vass, supra note 2, at *58.
The focus on Compliance Departments is a natural outgrowth of firms’ desire to build a culture of compliance. Firms are placing more resources within Compliance Departments. Regulators have urged Compliance personnel to take a more proactive role in firm compliance programs, and have stressed the importance of Compliance personnel having access to senior management. These trends, however, do not represent an attempt to place supervisory authority with Compliance personnel. There is a difference between actions designed to increase support for business line supervisory activities, and the supervisory activities themselves. Even recent rules directly impacting the Compliance Department, such as those requiring firms to designate a CCO, do not create supervisory responsibility.

The proactive role of the Compliance Department should not be viewed as a substitute by business line supervisors for their responsibility to supervise the business of the firm. Business line personnel still retain ultimate authority over, and are ultimately accountable for, business activities when issues arise, and supervisors must remain vigilant in carrying out their responsibilities: “IM-3013 provides that the responsibility for discharging compliance policies and written supervisory procedures rests with the firm’s business line supervisors. These supervisors are the persons responsible for executing the supervisory policies and procedures that Rule 3010 requires firms to establish and adopt.” However, persons who serve in Compliance Department roles can be subject to enforcement actions by the Commission and SROs in limited circumstances. For example, if a Compliance Department employee violates the securities laws, or aids and abets in such violations, such employee would be dealt with under the statutes and rules in the same manner as any other person subject to the Commission’s or SRO’s authority.

Most Commission and SRO enforcement actions for failure to supervise have arisen against firms and business line personnel. Only in limited circumstances have the Commission and SROs brought failure to supervise actions against non-line personnel, such as Compliance Department officers. These enforcement

---

53 See NASD Rule 3013.
54 NASD Notice to Members 04-71 n.5. See Final Rule: Compliance Programs of Investment Companies and Investment Advisers, Release Nos. IA-2204; IC-26299 n.73 (Feb. 5, 2004)
Having the title of chief compliance officer does not, in and of itself, carry supervisory responsibilities. Thus, a chief compliance officer appointed in accordance with [Advisers Act] rule 206(4)-7 (or [Investment Company Act of 1940] rule 38a-1) would not necessarily be subject to a sanction by us for failure to supervise other advisory personnel.
See also Vass, supra note 2.
55 Prior to 1964 and the enactment of Section 15(b)(4)(E) and Section 15(b)(6) of the Exchange Act [originally numbered as Section 15(b)(5)(E) and Section 15(b)(7)], no law made individuals liable for failure to supervise an employee who committed a securities law violation. However, several laws created liability for broker/dealers for violations by their employees. Task Force on Broker-Dealer Supervision and Compliance of the Committee on Federal Regulation of Securities, Broker-Dealer Supervision of Registered Representatives and Branch Office Operations, 44 Bus. Law. 1361 (1989) (discussing history of laws creating liability for both firms and individuals for the wrongful acts of employees). Under the doctrine of respondeat superior, the Commission held firms liable pursuant to Section 15(b)(4)(D) for willful violations of the securities laws by their employees. Firms were held vicariously liable for the underlying employee violations, not for a separate claim of deficient supervision. Even prior to 1964, the Commission found firms liable for deficient supervision, under the theory that by failing to supervise, firms’ deficient supervision constituted participation in employees’ wrongful conduct. See In re Reynolds & Co., Release No. 34-6273, 39 S.E.C. 902 (May 25, 1960).
56 For a Compliance Department officer to be liable for deficient supervision, the employee who violates a securities law must be “subject to the supervision” of the individual. Exchange Act § 15(b)(4)(E).
actions arise only when Compliance Department personnel have been specifically delegated, or have assumed, supervisory authority for particular business activities or situations, and therefore have “the requisite degree of responsibility, ability or authority to affect the conduct of the employee whose behavior is at issue.”

While Gutfreund and other deficient supervision cases provide general considerations that the Commission might use in assessing the supervisory authority (or lack thereof) of control persons, including Compliance Department personnel, they give few specifics as to the responsibilities that would expose Compliance officials to supervisory responsibility. However, a broad application of these general considerations would be inconsistent

---

57 In re John H. Gutfreund, Exchange Act Release No. 31554 (Dec. 3, 1992). In Gutfreund, the Commission issued a Section 21(a) Report addressing the actions of Salomon Brothers’ General Counsel, Donald Feuerstein, after he received notice that a Salomon trader had placed false bids in Treasury auctions. The Commission, citing the unique role that Feuerstein played at Salomon, found that “[o]nce a person in Feuerstein’s position becomes involved in formulating management’s response to the problem, he or she is obligated to take affirmative steps to ensure that appropriate action is taken to address the misconduct.” There have only been a handful of other deficient supervision cases brought against compliance officials, and few after Gutfreund. In In re Michael E. Tennenbaum, Exchange Act Release No. 18429, 47 S.E.C. 703 (Jan 19, 1982), a General Partner and Senior Registered Option Principal was found to have failed properly to supervise a sales person in a branch office. Although not the salesperson’s line supervisor, Tennenbaum had general supervisory authority for options compliance, as well as specific authority to permit sales personnel to open discretionary options accounts. Accordingly, Tennenbaum had the continuing responsibility to ensure that sales personnel did not abuse their control over discretionary accounts. Similarly, in In re Gary W. Chambers, Exchange Act Release No. 27963 (April 30, 1990), the Commission found that a Senior Vice President of Compliance and Operations had supervisory authority over certain sales personnel, largely focusing on the firm’s administrative structure where Chambers had responsibility to establish and maintain adequate procedures to ensure compliance with relevant laws and regulations, including the responsibility to write a compliance and supervisory procedures manual (which he failed to do adequately). In In re First Albany Corp., Exchange Act Release No. 30515, 50 S.E.C. 890 (March 25, 1992), the Commission found that First Albany’s Vice President, General Counsel, and CCO had supervisory authority over a salesperson largely based upon the CCO’s general responsibility to ensure that registered representatives complied with firm policy, and the CCO’s specific ability to discipline sales personnel for trade violations, including removing commissions or issuing fines.

The NASD has also brought deficient supervision cases against Compliance personnel under Rule 3010. In In re John A. Chepak, Exchange Act Release No. 42356 (Jan. 24, 2000), the Commission upheld a failure to supervise action by the NASD against a Director of Compliance, for inadequate supervision of traders who charged inappropriate markups. The Commission noted that the firm’s supervisory manual specifically gave supervisory responsibility to the Compliance Department, and to Chepak in particular. In In re Conrad C. Lysiak, Exchange Act Release No. 33245 (Nov. 24, 1993), the Commission upheld sanctions by the NASD for failure to supervise. Lysiak, a part-time compliance director for Dillon Securities, failed adequately to oversee trading in a branch office for which he was the listed supervisor. In re Conrad C. Lysiak, Exchange Act Release No. 33245 (Nov. 24, 1993) (citing Gutfreund and noting that an employee need not have the authority to hire or fire to be a supervisor under NASD rules). In DBCC v. Gallison, et al., Complaint No. C02960001 (Feb. 5, 1999), the NASD National Adjudicatory Council upheld a failure to supervise claim against a La Jolla Capital Corporation compliance officer for failing to supervise penny-stock transactions. Though the compliance officer did not have specific supervisory authority over such transactions, the officer was responsible for the firm’s supervisory manual and also for the firm’s national branch audit program, where he failed to follow up on several red flags concerning penny stock activities. The NASD also recently brought an enforcement action against a Jesup & Lamont compliance officer for failing to detect and prevent improper trading by one of the firm’s research analysts, where the compliance officer assumed supervisory responsibility over the analyst. See NASD News Release, NASD Fines Former Jesup & Lamont Research Analyst for Trading Contrary to His Own Recommendations (Feb. 23, 2005).
with the traditional role of the Compliance function. These enforcement actions suggest that the Commission will find that Compliance Department officials have supervisory authority only in those rare circumstances when officials have authority and responsibility over the conduct at issue. Responsibility may also arise in those limited circumstances where a business line supervisor also performs a compliance function, or in cases where firm policy specifically delegates supervisory authority to the Compliance Department over certain activities (e.g., exclusively approving trades or disciplining certain personnel).

III. EMERGING REGULATORY TRENDS IMPACTING THE COMPLIANCE FUNCTION

While securities firms’ compliance functions generally have been built as part of firms’ self-regulatory efforts, Commission and SRO regulatory actions have also played a role in influencing the development of the roles and responsibilities of the Compliance Department. In this regard, new regulatory requirements and enforcement settlements have placed increased demands for specific supervisory procedures and systems in securities firms, and have impacted the elements of compliance programs. Regulators are looking to Compliance officials to act “proactively” to detect and prevent wrongdoing, and have urged Compliance personnel to move further beyond their traditional advisory roles.

Specific securities rules and regulations governing supervisory procedures and systems are set against the backdrop of general duties for corporations to comply with applicable laws and regulations. Boards of Directors (or equivalent management bodies) have a general corporate duty to ensure that entities have supervisory and reporting systems adequately designed to detect and prevent illegal activity. Various statutory and regulatory requirements establish the responsibility of a company’s Board and senior management to take reasonable steps to ensure that appropriate compliance procedures and systems are in place, and are effectively implemented. For example, under Sarbanes-Oxley, CEOs and CFOs of public companies must certify as to the accuracy of periodic financial reports, as well as to the adequacy of internal controls for financial reporting. Moreover, a mutual fund board must now establish written policies and procedures designed to prevent the fund from violating applicable laws.

See SIA Letter, supra note 50; Vass, supra note 2, at *58 (“It is inherent in the nature of a business organization that supervisory responsibility can rest only with those who have line management responsibility and authority.”).


See cases cited supra notes 57 and 58. Similarly, supervisory authority may arise from Compliance personnel’s participation on a firm committee. Participation on committees allows the Compliance Department to voice its views to management and also keeps compliance apprised of important business activities. Compliance may also provide an important advisory role to committee members in making decisions addressing compliance issues. However, it is important for firms to consider the additional responsibilities that might arise from Compliance personnel participating on committees. The Commission might deem Compliance personnel who are members of business-related committees as having supervisory responsibility for committee actions. The Commission may not take the same view of Compliance personnel’s participation on control-related committees, such as credit or best execution.

For an overview of recent measures taken by regulators outside the United States addressing the compliance function, see OICU-IOSCO, Technical Committee of the International Organization of the Securities Commissions, Consultation Report: Compliance Function at Market Intermediaries (April 2005) [hereinafter IOSCO Consultation Report].

See Richards, supra note 52.


Even when not required by specific rule or regulation, well developed compliance systems can play an integral role in influencing government and SRO actions when problems do arise. The Commission considers an entity’s overall compliance efforts in determining whether to bring an enforcement action against an organization for employee misconduct. Similarly, the United States Justice Department’s “Thompson Memorandum”70 cites the presence of a robust and effective compliance program,71 and any remediation or improved programs implemented in reaction to improper conduct, as important factors considered by the Department of Justice in determining whether to charge an entity.72 When a corporation does face criminal liability, under the U.S. Sentencing Guidelines, an effective compliance program can mitigate against corporate culpability, thus lessening the sanctions for wrongful behavior.73

Numerous laws, regulations and SRO rules have had an influence on the structure of compliance programs within securities firms.74 There has been a progression over time from provisions that address firms’ supervisory

---


71 The Department of Justice will focus not only on whether or not a firm has a compliance program in place, but also on whether programs in place are adequately designed to prevent and detect wrongful behavior. Id. See id. The fact that an individual’s wrongful actions violated a firm’s compliance policies does not by itself absolve a firm of criminal liability under the doctrine of respondeat superior. Id.

72 See U.S. SENTENCING GUIDELINES MANUAL ch. 8, § 8B2. (2004) (as amended on Nov. 1, 2004). “To have an effective compliance and ethics program . . . an organization shall (1) exercise due diligence to prevent and detect criminal conduct; and (2) otherwise promote an organizational culture that encourages ethical conduct and a commitment to compliance with the law.” Id. at § 8B2.1(a)(1)-(2). The guidelines cite seven components of a compliance and ethics program (“program”) that, at minimum, are required to meet this standard: (1) organization must establish compliance standards and procedures to prevent and deter criminal conduct, (2) organization’s governing body must be knowledgeable about the program and exercise reasonable oversight of the program, high-level personnel must ensure the effectiveness of the program, and specific individuals must be delegated day-to-day operation responsibility for the program, (3) organization must not give authority to an individual that the organization knew or should have known had committed illegal acts or other conduct inconsistent with the program, (4) organization must communicate to its managers and employees the standards and procedures of the program, including through training programs, (5) organization should take reasonable steps to ensure the program is followed (by auditing and monitoring), to evaluate periodically the program, and to have a system whereby agent and employees can report actual or potential criminal conduct, (6) organization should promote the program with appropriate incentives and punishments, and (7) organization should respond appropriately to any detected criminal conduct. Id. at § 8B2.1(b). The sections of the U.S. Sentencing Guidelines relating to organizations would seem unaffected by the Supreme Court’s recent decision in United States v. Booker. See 543 U.S. , No. 04-104, slip op. at [ ] (Jan. 12, 2005), available at [http://www.supremecourts.gov/opinions/04pdf/04-104.pdf](http://www.supremecourts.gov/opinions/04pdf/04-104.pdf).

73 The SRO Consultative Committee of the International Organization of Securities Commissions (“IOSCO”) published the results of a survey of the status of the compliance functions for markets and market intermediaries in the jurisdictions of the IOSCO members throughout the world. The results of the survey demonstrate that there is a general requirement for investment service providers to have a compliance officer. The role of the compliance officer varies by jurisdiction and depends upon the business and structure of the particular firm. Despite the differences in job requirements and functions, the responses to the survey demonstrate the worldwide importance of compliance officers to the effective functioning of the securities industry. SRO Consultative Committee of the International Organization of Securities Commissions, The Function of the Compliance Officer: Study on What the Regulations of the Member’s Jurisdictions Provide for the Functions of Compliance Officer (Oct. 2003). IOSCO’s Technical Committee also recently issued a Consultation Report which provides a comparative overview of regulators’ expectations for the compliance function across jurisdictions, and requests comment on, among other things, the proper roles, responsibilities, and oversight of the compliance function within financial market intermediaries. See IOSCO Consultation Report, supra note 63. Appendix A to the Consultation Report includes a list of responsibilities of a compliance program which should be considered by firms. Id.
systems reasonably designed to assure compliance with laws and regulations, to more recent provisions addressing
the compliance function specifically. Since 1964, the Exchange Act has imposed liability directly on firms and
individuals for failure to supervise those employees subject to their supervision who violate securities laws. Firms
and individuals can avoid supervisory liability if they have: (a) established procedures reasonably designed to detect
and prevent the violation in question and a system to implement such procedures, and (b) implemented such
procedures, and there was sufficient reason to believe that they were being complied with.

SROs also have established regulations governing supervisory procedures. NASD Rule 3010 and NYSE Rule 342
require member firms to establish supervisory systems and written procedures reasonably designed to achieve
compliance with applicable laws, rules and regulations. Firms should also undertake annual reviews reasonably
designed to assist in detecting and preventing violations of, and achieving compliance with, such applicable laws
and rules. As noted above, NASD Rule 3013 requires CEO certification that the member firm has processes in
place to maintain and review compliance policies and procedures. The Commission recently promulgated rules
under the Advisers Act and Investment Company Act that require mutual funds and investment advisers to
implement policies and procedures reasonably designed to detect and prevent violations of the securities laws.

See, e.g., NASD Rule 3011; NYSE Rule 445.
Exchange Act § 15(b)(4)(E); Advisers Act § 203(e)(6).

See NASD Notice to Members 98-38 (May 1998); NASD Notice to Members 98-96 (Dec. 1998); NASD Notice to
Members 99-45 (June 1999). In Notice to Members 99-45, the NASD explained that, whereas compliance
procedures generally cover the applicable rules and policies and describe prohibited practices, “[i]n contrast, written
supervisory procedures document the supervisory system that has been established to ensure that compliance
guidelines are being followed and to prevent and detect prohibited practices.” NASD Notice to Members 99-45
(June 1999) (emphasis added). NYSE Rule 342 requires the general partners of member organizations to establish
systems of supervisory control and requires member firms to “designate a general partner or principal executive
officer to assume overall authority and responsibility for internal supervision and control of the organization and
compliance with securities laws and regulations.” NYSE Rule 342.19. It also requires development of policies and
procedures to ensure adequate review and supervision of producing managers. See also In re Certain Market Making
traders, who themselves have supervisory authority). Firms must also maintain adequate controls over their business
activities, including independent verification and testing of those activities. NYSE Rule 342.23.

Under NYSE Rule 342, firms also must submit an annual supervision and compliance report to the CEO or
managing partner that includes:

(A) A tabulation of the reports pertaining to customer complaints and internal investigations made to
the Exchange during the preceding year.

(B) Identification and analysis of significant compliance problems, plans for future systems or
procedures to prevent and detect violations and problems, and an assessment of the preceding year’s
efforts of this nature, and

(C) Discussion of the preceding year’s compliance efforts, new procedures, educational programs, etc. in
each of the following areas: (i) anti-fraud and trading practices, (ii) investment banking activities, (iii) sales
practices, (iv) books and records, (v) finance and operations, (vi) supervision, and (vii) internal controls.

The NYSE has proposed amendments to Rule 342, which contain certification requirements similar to
NASDAQ Rule 3013. See NYSE SR 2004-64.

Also under NASD Rule 3013, and under the proposed amendments to NYSE Rule 342, a member
organization must designate and identify a CCO. The CEO must certify that he “has conducted one or more
meetings with the [CCO] in the preceding 12 months to discuss such processes.” NASD Rule 3013.

See Advisers Act Rule 206(4)-7, 17 C.F.R. § 275.206(4)-7 (2005); Investment Company Act Rule 38a-1, 17 C.F.R.
§ 270.38a-1 (2005). Advisers Act Rule 206(4)-7 specifies that “[i]f you are an investment adviser . . ., it shall be
unlawful . . . for you to provide investment advice to clients unless you: (a) Policies and procedures. Adopt and
implement written policies and procedures reasonably designed to prevent violation, by you and your supervised
persons, of the Act and the rules that the Commission has adopted under the Act . . .” (emphasis added).
Regulators have also placed increased emphasis on firms’ testing and control systems to ensure that supervisory systems and procedures are functioning adequately (independent of supervisory lines of authority).83

Apart from general provisions governing supervisory procedures at financial services firms, there are also regulations that address more specific facets of a firm’s compliance activities. For example, Section 15(f) of the Exchange Act and Section 204A of the Advisers Act require registered broker/dealers and investment advisers to establish policies and procedures to prevent the misuse of nonpublic information.84 Further, both the NYSE and NASD adopted anti-money laundering standards in order to set minimal requirements for firms to meet their obligations under USA Patriot Act85 and Department of Treasury regulations.

Recently adopted rules and regulations may have an even greater impact on the functions and structure of the Compliance Department. Several new rules promulgated by the Commission require advisers and mutual funds to designate CCOs, to outline with particularity their roles and functions,86 and to establish written policies and procedures reasonably designed to prevent violations of the securities laws.87 Regulators expect such

83 Recently adopted NASD Rule 3012 (effective January 31, 2005) requires member organizations to designate one or more principals who will establish procedures to test and verify that the member’s supervisory systems (those adopted in accordance with Rule 3010) are sufficient: “The designated principal or principals must submit to the member’s senior management no less than annually, a report detailing each member’s system of supervisory controls, the summary of the test results and significant identified exceptions, and any additional or amended supervisory procedures created in response to the test results.” The NYSE has introduced similar requirements under NYSE Rule 342.23.

84 The NASD and NYSE have jointly set forth minimum elements of an appropriate information barrier policy for member firms, including the maintenance of watch lists and restricted lists, interdepartmental information barriers and employee training. NYSE/NASD Joint Memo on Chinese Wall Policies and Procedures, NASD Notice to Members 91-45 (June 21, 1991), NYSE Information Memo 91-22 (June 28, 1991).

85 See Title III of the USA Patriot Act, 107 Pub. L. 56, 115 Stat. 271 (Oct. 26, 2001); see also NASD Rule 3011; NYSE Rule 445. The regulations require member organizations to establish written procedures to ensure compliance with applicable anti-money laundering laws (Bank Secrecy Act) and regulations. Firms must also identify an individual or individuals who will be responsible for implementing and monitoring the firms’ anti-money laundering compliance program.

86 See, e.g., Advisers Act Rule 206(4)-7, 17 C.F.R. § 275.206(4)-7 (2005); Investment Company Act Rule 38a-1, 17 C.F.R. § 270.38a-1 (2005); NASD Rule 3013. Interpretive materials for Rule 3013 indicate that the CCO should have expertise in the process of:

(1) gaining an understanding of the products, services or line functions that need to be the subject of written compliance policies and written supervisory procedures; (2) identifying the relevant rules, regulations, laws and standards of conduct pertaining to such products, services or line functions based on experience and/or consultation with those persons who have a technical expertise in such areas of the member’s business; (3) developing, or advising other business persons charged with the obligation to develop, policies and procedures that are reasonably designed to achieve compliance with those relevant rules, regulations, laws and standards of conduct; (4) evidencing the supervision by the line managers who are responsible for the execution of compliance policies; and (5) developing programs to test compliance with the member’s policies and procedures.

Firms need to have the right resources in place to support the CCO in these functions. In addition, Gene Gohlke, Associate Director of the Division of Compliance Inspection and Examinations, in a speech entitled “A Job Description for CCOs of Advisers to Private Investment Funds” given on May 5, 2005 at the Managed Funds Association Educational Seminar Series 2005, identified a comprehensive list of 24 specific duties or functions that CCOs of advisers should consider performing.

87 “In the past, firms were only required to have written policies and procedures governing a fairly narrow scope of activities—insider trading, privacy issues, proxy voting, codes of ethics and anti-money laundering. Now, the coverage of compliance is comprehensive, as the fund must have written policies and procedures to prevent the fund from violating the federal securities laws. . . . These procedures will be critical tools for your Compliance personnel to be able to perform their jobs effectively.” Richards, supra note 10.
compliance professionals to look not only for activities that pose regulatory risks, but to identify activities that create potential conflicts of interests or reputational risks.\(^8\)

The Commission has also used enforcement settlements with individual securities firms as a method to achieve enhancement of compliance staffing and procedures.\(^9\) As part of the Commission’s recent settlements with investment banks concerning equity research, the firms were required to dedicate Compliance staff to equity research departments and to have legal and Compliance personnel chaperone certain communications between research and investment banking.\(^9\) Further, the Commission’s recent settlements with mutual funds and their advisers concerning market timing require:

- establishment of an internal compliance controls committee that will review funds’ compliance policies and provide reports to an audit committee.
- establishment of a compliance staff position that will address matters related to conflicts of interest, and
- the chief compliance officer to periodically report breaches of duties and/or securities laws by the firm.\(^9\)

In addition, the Department of Justice’s settlement concerning alleged price-fixing by NASDAQ market makers required certain firms to tape record communications by their NASDAQ traders\(^92\) and required Compliance staff continually to review a portion of the tapes.\(^93\)

**IV. CONCLUSION**

This paper demonstrates the critical importance of a well-staffed, experienced and adequately funded Compliance Department. The Compliance Department continues to be a critical part of securities’ firms self-regulatory efforts. A robust and well-managed Compliance Department, coordinating with other control functions, including the Legal Department, Internal Audit and Risk Management, provides an important and wide-ranging role in support of a firm’s ongoing efforts to maintain an effective overall compliance program.

New business activities and new regulations have placed increased demands on, and scrutiny of, compliance activities over the past few years. Effective compliance programs help identify potential problems, deter

---

\(^{88}\) See Stephen M. Cutler, Remarks before the 2004 Investment Company Institute Securities Law Developments Conference, *Minding Your Ps: Preventing Another Crisis in the Mutual Fund Industry* (Dec. 6, 2004) (“[T]he chief compliance officer has a unique role within the...organization in identifying and addressing risks in the organization before they become legal violations, promptly uncovering and remedying compliance failures when they do occur, and fostering a culture of compliance throughout the firm.”); see also Cutler, supra note 19; Gadziala, supra note 43.

\(^{89}\) While consensual remedies in firm settlements do not create specific industry requirements, they are still a source of guidance about current Commission views on a subject. *In re Prudential*, Exchange Act Release No. 22,755, 48 S.E.C. 372 (1986) provides an early example of the Commission using its enforcement power to require a change in a firm’s Compliance Department. The Commission identified two different situations in which supervisory failures led to securities law violations in Prudential’s branch offices. As part of the settlement, the Commission required Prudential to hire an independent outside consultant to make recommendations as to supervisory and compliance procedures, including those related to the Compliance Department’s directives to branch managers. Further, as part of the settlement, Prudential agreed to reorganize its Compliance Department, including hiring of a compliance officer and revamping the staff of the Legal and Compliance Departments.


\(^{92}\) *United States v. Alex. Brown & Sons, et al.* (Nasdaq Market Makers), Civil Action No. [ ] ( ).

\(^{93}\) *Id.*
misconduct and potentially reduce penalties in the event wrongdoing occurs. Regulators are looking for Compliance Departments to play an increasingly important role in identifying proactively and responding to potential wrongdoing. Compliance Departments have stepped up their efforts in the face of these increased demands and heightened scrutiny.

Even with recent events and the growing number of functions in the Compliance Department, the responsibility for a firm’s overall compliance program remains with senior management. Senior management must be actively and personally engaged in ensuring that a securities firm complies with existing laws, rules and regulations, and in actively promoting a culture of compliance at all levels in a firm.